
Abiomed is dedicated to ensuring the safety and security of our products worldwide and are 
closely monitoring developments related to recently published CVE-2021-44228 and 
CVE-2021-45046 identifying vulnerabilities in versions 2.0-beta9 through 2.12.1 and 2.13.0 
through 2.16.0 of Log4j.

Abiomed’s product security impact assessment has concluded that our products and 
services are not susceptible to the Log4Shell vulnerabilities found in Log4j.

Abiomed’s product security and quality teams continue to monitor these vulnerabilities and will 
reassess as new information becomes available.  We will follow our established processes for 
disclosure and mitigation of security vulnerabilities associated with our products and services.

At Abiomed, we believe in our Patients First mission and are committed to fully integrating 
cybersecurity into the products we provide and the processes we follow.
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ADDITIONAL INFORMATION
Customers interested in additional information about any Abiomed products should contact their 
Abiomed assigned account or customer support representative.

Abiomed is committed to ensuring the safety and security our products. For more information on 
Abiomed’s product cybersecurity program, please go to: https://www.abiomed.com/product-security

To learn more about the Impella platform of heart pumps, including important  
risk and safety information, visit: https://heartrecovery.com/important-safety-information

*This bulletin is intended for dissemination of technical information only.
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